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QUESTIONARI

PUBLICAT

2 8 GEN, 2026

CONVOCATORIA: Procés selectiu per a cobrir una plaga de técnic mitja o
técnica mitjana d'informatica del Parlament de Catalunya

Técnic o técnica d'explotacié de sistemes. (501-00001/15)

EXERCICI: Segon exercici de la primera prova
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informacié general
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La durada d’aquest exercici és de quaranta minuts.

Aquesta prova, de caracter obligatori i eliminatori, consisteix a respondre un
glestionari tipus test de 20 preguntes més 2 de reserva, amb 3 respostes
alternatives.

La qualificacié d’aquest exercici és de 0 a 15 punts. La puntuacié minima per a
superar-lo és de 7,5 punts.

Les preguntes sense resposta 0 amb més d’una resposta no es tenen en compte.

Per a cada resposta erronia es descompta una tercera part del valor d’'una
resposta encertada.

En cas que el tribunal qualificador acordi 'anul-lacio d’alguna pregunta, s’incloura,
a l'efecte del calcul de la qualificacio resuitant, la primera de les preguntes de
reserva, i aixi successivament.

Els aspirants no poden fer constar cap dada identificativa en les respostes. Si ho
incompleixen, seran exclosos del procés selectiu.

Instruccions per a fer I’exercici

v

v

Comproveu que el nom que encapgala els fulls dels codis de barres sigui el vostre
i que el vostre DNI sigui correcte.

Enganxeu una etiqueta del codi de barres al full de respostes, a 'espai indicat.

Heu de transcriure a I'apartat ID del full de respostes les quatre darreres xifres del
vostre codi de barres

Si voleu canviar una resposta, nhomés ho podeu fer amb el corrector liquid blanc, i
heu de tapar'totalment la resposta que voleu canviar, tant al full original com a la
calca.
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1) Quina funcié té un commutador (switch) L3?
a ) Només commuta trames.
b ) Pot commutar i també fer encaminament (routing) basic.
¢ ) Només serveix per a VolIP.
2) Qué és una copia diferencial?
a ) Canvis des de la darrera copia de seguretat (backup) completa.
b ) Canvis des d'una copia de seguretat (backup) qualsevol.
¢ ) Canvis des del darrer incremental.
3) Quina és la funciéo del NAT?
a ) Tradueix IP privades a publiques i viceversa.
b ) Resolucié ARC.
¢ ) DNS jerarquic.
4) Quin registre DNS és imprescindible per a rebre correu?
a ) MX.
b) A
c ) CNAME.
5) Quin és un avantatge de I'emmagatzematge en xarxa (NAS)?
a ) La substitucié completa dels sistemes de copia de seguretat.
b ) La centralitzacio i 'accés multiusuari.
¢ ) L'eliminacié de la necessitat de gestionar permisos d'accés als fitxers.

6) En un entorn corporatiu, quin és el principal risc per a la confidencialitat de la
informacié quan es comparteix mitjancant enllacos piiblics?

a ) Limitacions en la gestié granular de permisos associats al recurs compartit.

b ) Accés a la informacio per part de persones no autoritzades si I’enllag es difon fora
del context previst.

¢ ) Dependéncia de la disponibilitat del servei que allotja la informacio.
7) Quin avantatge ofereix un SSD NVMe respecte a un SSD SATA?
a ) Compatibilitat universal amb qualsevol placa base.
b ) Velocitats molt superiors gracies a I’is del bus PCle.
¢ ) Major durabilitat mecanica.
8) Quin servei és fonamental per a la gestio d'identitats en un domini Windows?
a ) Dinamic Identity Manager (DIM).
b ) Internet Directory Services (IDS).
¢ ) Active Directory Domain Services (AD DS).
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9) Quina és la millor practica per a garantir un seguiment efectiu de les tasques i
una col-laboracio eficient entre equips en un projecte informatic amb maultiples
participants?

a ) Basar la coordinacio principalment en comunicacions directes amb els
participants.

b ) Centralitzar la presa de decisions estratégiques en la direccid del projecte per a
reduir discrepancies.

¢ ) Ferservir eines de gestio de projectes amb assignaci6 clara de tasques, control de
versions i canals de comunicaci6 integrats.

10) Quina funcionalitat clau aporta un agent de gestié centralitzada com SCCM o
Intune?

a ) Gestionar I’autenticacid d’usuaris en temps real.

b ) Substituir serveis de directori.

¢ ) Inventariar dispositius i aplicar configuracions i politiques de manera remota.
11) Quina és la funcio principal d'un tallafoc perimetral?

a ) Controlar i filtrar el transit entrant i sortint segons regles.

b ) Controlar i bloquejar I'accés al NAS.

¢ ) Auditar tots els accessos a la xarxa.
12) Quin avantatge té un WAF respecte a un tallafoc tradicional?

a ) Estableix una capa de seguretat en funciéo d'MFA.

b ) Defineix regles en funcié d'IP i ports.

¢ ) Entén transit d’aplicacié (HTTP/HTTPS) i patrons maliciosos.

13) En el marc normatiu de la signatura electronica, quin és el factor clau que
permet de garantir Ia no repudiacié d'un document signat digitalment en un
entorn legalment exigent?

a ) Lacompressio del document abans de la signatura.
b ) L's d’algorismes criptografics simétrics d'alta robustesa.

¢ ) La vinculaci6 de la signatura a un certificat qualificat i a una clau privada sota
control exclusiu del signant.

14) Quina de les segiients és una causa comuna de lentitud en VPN?
a ) Us de protocols d'encaminament dinamics dins la xarxa local.
b ) Resolucié DNS interna incorrecta dels servidors corporatius.
¢ ) Saturacid de I'amplada de banda o encriptacio intensa.
15) Quin mecanisme pot bloquejar accessos considerats de risc?
a ) Politiques d'accés condicional.
b ) Registre d'identitat en el fitxer de Jog.

¢ ) Auditoria d'inicis de sessio.
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16) Quina practica d'usuari redueix de manera més efectiva el risc d'infeccio?
a ) Utilitzar sempre privilegis d'administrador.
b ) Mantenir el sistema i les aplicacions actualitzats.
¢ ) Navegar sempre en mode incognit.

17) Quina és la millor practica de comunicacié amb l'usuari en un context de
resolucié d’incidéncies?
a ) Aplicar directament un procediment estandard per a no perdre temps.
b ) Elevar la incidéncia a un nivell superior tan aviat com sigui possible.

¢ ) Entendre que ha intentat I'usuari, aplicar una solucié i explicar-li de manera clara
els passos seguits.

18) Quin és el principal avantatge d'utilitzar passadissos freds/calents?
a ) Millorar les condicions de treball dels técnics.
b ) Estalviar en cablatge.
¢ ) Optimitzar la circulaci6 de I’aire i evitar-ne la recirculacio.
19) Quina tecnologia permet la migracié en calent de maquines virtuals?
a ) Live Routing / vRouting.
b ) Replicacié periodica de discs virtuals mitjangant snapshots.
¢ ) Live Migration / vMotion.
20) Quina dada és rellevant en un Jog d'autenticacio?
a ) Eltipus de CPU i memoria de la maquina remota.
b ) El model de dispositiu des del qual s'ha iniciat la sessi6.

¢ ) Adreca IP d'origen i resultat de l'inici de sessid (login).

PREGUNTES DE RESERVA

21) Quin avantatge aporta un model IaaS?
a ) L'abséncia total de responsabilitat amb relacié a la seguretat.

b ) El control sobre maquines virtuals sense necessitat de gestionar el maquinari
(hardware).

¢ ) El control total del maquinari fisic.

22) Quin procés permet d'integrar un dispositiu dins d'un sistema MDM?
a ) Enllag¢ Bluetooth.
b ) Inscripci6 del dispositiu.

¢ ) Comparticio de dades mobils.




